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.  End 

1. Section 2 Discovered Systems: 
The operating system was revealed to be unknown during the audit. 

The operating system of IWMF web page is WordPress 
5.7.x. 

2. 
Section 3 Discovered and Potential Vulnerabilities 

All the vulnerabilities are noted, the detailed schedule 
for implementation of necessary rectification will be 
further advised.  

3. 
Section 4 Discovered Services: 

Security concerns of HTTP and HTTPS. 

The security concern can be eased by upgrading the 
server PHP version to 7.4.x. Some vulnerabilities 
mentioned in Section 3 can also be fixed by upgrading 
the PHP version to 7.4.x. 

4. Section 9 Spidered Web Sites: 

Security concerns of URLs. 

Referring to the  Common Default URLs listed in Section 
9 , most of them are built-in files ,and they  cannot be 
removed manually. 


